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Zafgcznik nr 1 do Uchwaty nr 1
Zarzadu "Biprowték" spdtki z ograniczong odpowiedzialnoéci
z dnia 15 wrzesnia 2025 r.

Regulamin monitoringu wizyjnego

»Biprowtdk” sp. z 0.0. z siedzibg w todzi



§1

Postanowienia ogdlne

Regulamin okresla cel i zasady funkcjonowania systemu monitoringu wizyjnego administrowanego
przez ,Biprowtdk” sp. z 0.0. z siedzibg w todzi, przy Al. J. Pitsudskiego 12, 90-051 +dd3, miejsca
instalacji kamer systemu na terenie prowadzonej dziatalnosci, reguty rejestracji i zapisu informacji
oraz sposcb ich zabezpieczenia, a takie mozliwosci udostepniania zgromadzonych danych o
zdarzeniach.

Administratorem danych osobowych pozyskanych z monitoringu wizyjnego jest ,Biprowtdk” sp. z
0.0. zsiedzibg w todzi, przy Al. J. Pitsudskiego 12, 90-051 £6dz, wpisana do rejestru przedsiebiorcéw
Krajowego Rejestru Sadowego, prowadzonego przez Sad Rejonowy dla todzi-Srédmiescia w todzi,
XX Wydziat Krajowego Rejestru Sadowego pod numerem KRS 0000286937, posiadajgca NIP
7240000428, REGON 000050222- zwanym dalej Administratorem.

Whtascicielem urzadzer monitoringu wizyjnego jest Administrator.

52

Podstawa prawna

Dane osobowe s3 przetwarzane, na podstawie art. 6 ust. 1 lit. f oraz art. 13 ust. 1 i 2 Rozporzadzenia
Parlamentu Europejskiego i Rady (UE) 2016/679 z 27 kwietnia 2016 roku w sprawie ochrony oséb
fizycznych w zwiazku z przetwarzaniem danych osobowych i w sprawie swobodnego przeptywu
takich danych oraz uchylenia dyrektywy 95/46/WE.

Ustawa z dnia 10 maja 2018 r. 0 ochronie danych osobowych.

Ustawa z dnia 26 czerwca 1974 r. Kodeks pracy art. 222

§3

Cel zastosowania monitoringu

Celem prowadzenia monitoringu wizyjnego jest zapewnienie bezpieczeristwa i porzadku publicznego,

ochrona oséb i mienia na terenie prowadzonej dziatalnosci gospodarczej, ochrona przeciwpozarowa na

terenie obiektu al. marsz. Jozefa Pitsudskiego 12, 90-001 +4dz.



§4

Zakres monitoringu

1. Przez obszar objety monitoringiem wizyjnym rozumie sie:

budynek (wejscie/wyjscie z/do budynku, hol wejsciowy budynku na parterze):
obszar wokot budynku (fragment chodnika przed wejéciem do budynku od strony Al. Marsz.

Jozefa Pitsudzkiego 12 na odcinku ok 2m od wejécia).

2. System monitoringu wizyjnego sktada sie z:

kamer rozmieszczonych wewnatrz budynku;

urzagdzenia rejestrujacego i zapisujacego obraz na nosniku fizycznym:;

oprogramowania instalowanego na wskazanym stanowisku komputerowym pozwalajacego na
podglad rejestrowanych zdarzen;

monitoréw pozwalajgcych na podglad rejestrowanych zdarzen;

3. W celu sSwiadczenia ustug wysokiej jakosci elementy monitoringu wizyjnego sa udoskonalane,

wymieniane, rozszerzane o nowe elementy sktadowe.

Przy kazdym wejéciu do budynkdw umieszcza sig tabliczki zawierajace piktogram kamery oraz klauzule

informujacg o przetwarzaniu danych osobowych.

5. Dostep do biezacego podgladu monitoringu majg tylko upowaznieni pracownicy firmy ,Biprowték”

sp. z 0.0. z siedzibg w todzi, przy Al. 1. Pitsudskiego 12, 90-051 t6d?.

6. Rejestrator znajduje sig w pomieszczeniach serwerowni, do ktérej dostep maja tylko upowaznieni

pracownicy Administratora.

7. System monitoringu wizyjnego posiada funkcje przetwarzania danych biometrycznych do

rozpoznawania twarzy QNAP Face Recognition:

a)

dane przetwarzanych przez QNAP QFACE

dane biometryczne — wzorce twarzy generowane na podstawie obrazu wideo lub zdjecia
(unikalne cechy geometryczne twarzy);

dane identyfikacyjne powigzane (jezeli administrator je wprowadzi): imie, nazwisko,
identyfikator uzytkownika, numer karty dostepu lub inny identyfikator powiazany z profilem;
dane eksploatacyjne / logi systemowe: czas i miejsce rozpoznania, numer urzadzenia/kamery,
wynik dopasowania, historia zdarzen;

dane obrazowe (materiat wideo, zdjecia z kamer IP) — Zrédto, z ktdrego system tworzy wzorce
twarzy.

charakterystyka przetwarzania danych przez system QNAP QFACE



— system nie przechowuje calych obrazéw twarzy jako wzorca biometrycznego, lecz przetwarza je
w postaé matematycznego wektora cech (tzw. face template);

— obrazy wideo mogg by¢ dodatkowo archiwizowane w systemie monitoringu QVR Pro / QVR Elite:

— dane sg przechowywane wytgcznie lokalnie na serwerze NAS.

. Dostep do obrazu i zapisu monitoringu majg upowaznieni pracownicy Administratora

§5

Udostepnianie materiatu

. Wszystkie dane rejestrowane poprzez kamery monitoringu wizyjnego sg zapisywane i dostepne
maksymalnie przez okres do 14 dni. Czas przechowywania uzalezniony jest od iloéci zdarzer
i pojemnosci dysku rejestratora. Po skoriczeniu sig miejsca na dysku dane zostajg automatycznie
nadpisywane. Rejestracji i zapisowi danych na nosniku podlega tylko obraz (bez diwieku).

. Kazdorazowe zabezpieczenie zdarzeri zarejestrowanych przez monitoring wizyjny odbywa sie
wytacznie na pisemny wniosek ztozony do Administratora. Zabezpieczone dane z monitoringu
wizyjnego sg udostgpniane tylko uprawnionym organom prowadzacym postepowanie w sprawie
zarejestrowanego zdarzenia np. policji, prokuraturze, sgdom, ktére dziatajg na podstawie odrebnych
przepisow.

. Podmiot zainteresowany zabezpieczeniem nagrania z monitoringu na potrzeby przysztego
postepowania moze zwrocic sig na pismie lub drogg elektroniczng do Biprowtdk” sp. z 0.0. z siedziba
w todzi, przy Al J. Pitsudskiego 12, 90-051 t6dz, w terminie do 3 dni liczac od dnia, w ktdrym
zdarzenie mogto zostac zarejestrowane przez monitoring wizyjny, z prosba o jego zabezpieczenie
przed usunigciem po uptywie okresu przechowywania. Wnioski ztozone po tym terminie moga nie
gwarantowac zabezpieczenia obrazu ze wzgledu na jego mozliwe usunigcie z rejestratora w zwiazku
z nadpisaniem.

- W przypadku realizacji zadan przez uprawniony organ w trybie art. 308 Kpk (czynnosci niecierpiace
zwioki) udostepnienie materiatu odbywa sie na podstawie ustnej prosby potwierdzonej niezwtocznie
wnioskiem pisemnym lub elektronicznym, o ktérym mowa w pkt. 4

. Prawidtowo ztozony wniosek musi zawiera¢ doktadng date, miejsce, przyblizony czas oraz krétki opis
zdarzenia. W przeciwnym razie nie bedzie mozliwoéci odnalezienia wtasciwego obrazu.

. Whniosek o zabezpieczenie nagrania z monitoringu w formie papierowej mozna ztozy¢ w sekretariacie
,Biprowtdk” sp. z 0.0. z siedzibg w todzi, przy Al. ). Pitsudskiego 12, 90-051 +4dz.

. Whiosek przesytany droga elektroniczng na adres bipro@bipro.lodz.pl powinien by¢ podpisany za

pomoca kwalifikowanego podpisu elektronicznego lub podpisu zaufanego.



9. Po analizie wniosku Administrator Systemu informatycznego ,,Biprowtdk” sp. z 0.0 lub inna osoba
upowazniona sporzadza kopie nagrania z monitoringu wizyjnego za okres, ktérego dotyczy wniosek
podmiotu zainteresowanego oraz 0znacza ja w sposob trwaty nastepujgcymi danymi:

— numer porzadkowy kopii;

— okres, ktérego dotyczy nagranie;

— zrodto danych, np.: nazwa kamery;

— data wykonania kopii;

— dane osoby, ktéra sporzadzita kopie;

— podpis osoby, ktéra sporzadzita kopie;

— informacje o udostepnieniu lub zniszczeniu kopii.

9. Kopia stworzona na pisemny wniosek osoby trzeciej zainteresowanej zostaje zabezpieczone na okres
nie dfuzszy niz 4 miesigce i udostgpniana jest jedynie uprawnionym organom prowadzacym
postepowanie, np.: Policji. W przypadku bezczynnosci uprawnionych instytucji przez okres 4 miesiecy
kopia podlega trwatemu, fizycznemu zniszczeniu. Przedtuzenie okresu przechowywania kopii wymaga
ztoZenia kolejnego wniosku przez oscbe zainteresowana.

10.0soby, ktére majg wglad w obraz zarejestrowany przez monitoring wizyjny zobowigzane s3 do
przestrzegania przepiséw prawa w zakresie ochrony danych osobowych, a ich uprawnienie dostepu
do tych danych wymaga nadania wyraznego upowaznienia przez Administratora. Wiekszoé¢ osob
utrwalonych na monitoringu moze by¢ niemozliwa do zidentyfikowania przez Administratora,

a jedynie przez uprawnione organy np.: policje.

§6

Czas przechowywania informacji z monitoringu

1. Dane rejestrowane poprzez kamery monitoringu wizyjnego s3 zapisywane i dostepne maksymalnie
przez okres do 14 dni. Czas przechowywania uzalezniony jest od ilosci zdarzen i pojemnoéci dysku
rejestratora. Po skoriczeniu sie miejsca na dysku dane zostajg automatycznie nadpisywane. Rejestracji
i zapisowi danych na nosniku podlega tylko obraz (bez dzwieku).

2. W przypadku, w ktérym nagrania obrazu stanowig dowdd w postepowaniu prowadzonym na
podstawie przepiséw prawa, termin przechowywania ulega przedtuzeniu do czasu prawomocnego
zakonczenia postepowania.

3. Kopia nagrania stworzona na pisemny wniosek osoby zainteresowanej zostaje zabezpieczona na okres
nie dtuzszy niz jeden rok czasu i udostepniana jest jedynie uprawnionym organom, np.: Policji przez

uprawnionego pracownika (zatgcznik nr 2 do Regulaminu monitoringu wizyjnego w Sadzie



Rejonowym dla todzi-Srédmiescia w todzi). W przypadku bezczynnoéci uprawnionych organéw przez
okres jednego roku czasu kopia nagrania podlega fizycznemu zniszczeniu przez pracownika Oddziatu
Gospodarczego, chyba ze do Sadu wptynie informacja o toczacym sie na podstawie przepiséw prawa

postepowaniu, w ktérym nagranie stanowi dowdd.

§7

Prawa oséb objetych monitoringiem

1. Dane zarejestrowane na nosniku fizycznym pozyskane w wyniku monitoringu wizyjnego podlegaja
ochronie.

2. Obowigzek informacyjny wzgledem oséb, ktérych dane osobowe mogg zostaé¢ utrwalone za
posrednictwem monitoringu wizyjnego realizowany jest za posrednictwem klauzuli informacyjne;j
umieszczonej przy wejsciach do budynkéw i za posrednictwem strony internetowej Administratora.

3. Administrator informuje, iz wzgledem osob, ktérych dane osobowe mogg zostaé utrwalone
przystuguje:

a) prawo dostepu do swoich danych oraz otrzymania ich kopii;
b) prawo do sprostowania (poprawiania) swoich danych;
prawo do usuniecia danych;
prawo ograniczenia przetwarzania danych;
e) prawo do wniesienia sprzeciwu wobec przetwarzania danych;
f) prawo do przenoszenia danych;
g) prawo do wniesienia skargi do organu nadzorczego;
h) prawo do cofniecia zgody na przetwarzanie danych osobowych.
i) prawo wniesienia skargi do Prezesa UODO (na adres Urzedu Ochrony Danych Osobowych, ul.
Stanistawa Moniuszki 1A, 00-014 Warszawa)

4. Administrator ponadto informuje, iz Paristwa prosby dotyczace realizacji prawa do zadania dostepu
do swoich danych, ich sprostowania, ograniczenia przetwarzania, wniesienia sprzeciwu wobec ich
przetwarzania (tylko jesli przetwarzanie bytoby zbedne do realizacji wskazanego celu przetwarzania),
a takze prawo do ich przenoszenia oraz wniesienia skargi do organu nadzorczego mozna réwniez

kierowac na adres mailowy: bipro@bipro.lodz.pl.



§8
Przepisy koricowe
1. Dane zawarte na nosniku fizycznym pozyskane w wyniku monitoringu wizyjnego nie stanowig
informacji publicznej i nie podlegajg udostgpnieniu w oparciu o przepisy ustawy o dostepie
do informacji publicznej.

2. Regulamin wchodzi w zycie z dniem podpisania.
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